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I. INTRODUCTION

Approximately one in every three mouthfuls of the American diet benefits from honeybee pollination in some form or another, either directly or indirectly.¹ Not only that, bee pollination is responsible for over $15 billion in increased crop value each year, and commercial production of many specialty

crops depends on pollination by honeybees.\textsuperscript{2} In short, the continued existence of honeybees, or at the very least the continued pollination of crops by honeybees, is incredibly important with respect to both our agricultural industry and our day-to-day lives. It is for this reason that it is so alarming that honeybees have recently begun to disappear in large numbers, as losses continuing at this level “could threaten the economic viability of the bee pollination industry.”\textsuperscript{3} Faced with such a serious threat, the need for a solution of any kind is enormous.

While preserving the honeybee population is of course viewed as the best means of carrying on, there is seemingly another solution that has surfaced: coordinated, agile robotic insects that emulate the body, brain, and colony aspects of honeybees.\textsuperscript{4} Whether replacing honeybees with these “RoboBees” would be wise from a public policy perspective, whether they would constitute drones for legal purposes, the implications of both governmental and private use for personal privacy laws, and the potential effect on current land use regulations are all issues to be dealt with in this Note.

Part II of this Note will examine the history and background of the honeybee disappearance and the subsequent development of RoboBees in order to provide the context in which this issue arises. Part III will analyze the policy implications of RoboBees as permanent replacements for honeybees should they become extinct, classifications of the RoboBees for legal purposes, the potential implications for personal privacy violations stemming from public and private use of RoboBees, and the potential effects that the development and widespread use of RoboBees could have on current land use regulation. Part IV makes a recommendation as to where RoboBees should fit within the solution to the honeybee disappearance problem, how they should be classified, and how they should be regulated with respect to privacy laws.

II. BACKGROUND AND HISTORY

A. Colony Collapse Disorder and the Threat to Honeybees

In October 2006, beekeepers began reporting losses of thirty to ninety percent of their hives, which is an unusually high magnitude of loss.\textsuperscript{5} This phenomenon has been labeled “Colony Collapse Disorder” (CCD). CCD’s main symptom is a very low number of adult honeybees present in the hive, or in some cases no adult honeybees present at all.\textsuperscript{6} In addition to the low numbers of adult honeybees, hives affected by CCD have a live queen and no dead honeybee bodies within the hive, often with honey and immature bees still present.\textsuperscript{7} Frequently, though not always, hives hit by CCD are also found
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to contain a virus-transmitting parasite of honeybees known as varroa mites.\(^8\)

There are four general categories being looked into as possible causes of CCD: pathogens, parasites, management stressors, and environmental stressors.\(^9\) Additionally, there have been several mentions of honeybee disappearances in the 1880s, 1920s, and 1960s, all with descriptions that sound similar to CCD, though there is no way to know for sure that these disappearances were in fact caused by CCD.\(^10\) A workshop of scientists and stakeholders was co-chaired by the Agricultural Research Service and the National Institute of Food and Agriculture in June 2007 to develop a CCD Action Plan, but the exact cause of CCD and how exactly to combat it still remain a mystery.\(^11\) Thus, it seems both prudent and potentially necessary to have other available and viable solutions to honeybee disappearance at the ready.

One such solution is the banning of particular uses of pesticides, a route which the European Union has recently taken.\(^12\) The EU ban is on a class of pesticides known as “neonicotinoids,” exposure to which is thought to have a wide range of negative effects on honeybees, including scrambling their ability to navigate.\(^13\) However, the United Kingdom has since temporarily lifted the ban, allowing farmers to use the pesticides despite the potential detrimental effects on the bee population.\(^14\) The effects of this ban elsewhere in Europe, which is set to last for two years, should be illuminating as to whether decrease in pesticide use will be an effective means of combating CCD.

Another solution focuses on the aforementioned varroa mite found in hives affected by CCD. These mites enter the hive by clinging to the backs of foraging worker bees.\(^15\) Australian scientist Denis Anderson has been attempting to discover a chemical switch that would turn off the mite’s breeding cycle, but has been unsuccessful up to this point because of a lack of funding for his work.\(^16\) The thinking is that if such a switch is discovered, it could be used as a sort of poison coating on the entrance of commercial hives that the bees would come into contact with upon entering, targeting mites in the same way that a flea collar does fleas.\(^17\)

A third possibility for solving CCD is to halt and reverse the destruction of the bees’ source of food, as hungry bees are more vulnerable to illness and disease.\(^18\) Between 2006 and 2011, 1.3 million acres of grassland and wetland
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were converted to cropland in the Dakotas, Nebraska, and parts of Minnesota and Iowa "at a rate not seen since before the Dust Bowl." Stopping this practice and preserving more grassland and wetland would help bees to avoid hunger, which should in turn help them to avoid diseases such as CCD. To this effect, "[t]he U.S. Department of Agriculture (USDA) announced the availability of $4 million in assistance for farmers, ranchers, and forest landowners working to improve food sources for honeybees on private lands in Midwestern and Northern Plains states. This effort is aimed at improving the health of bees "in a region where more than two-thirds of the nation’s honeybee population spends the summer months, pollinating crops and building strength to survive winter."

Against this backdrop of different possible solutions being investigated, one particularly interesting and promising alternative method of combating CCD has emerged, the RoboBee Project.

B. The RoboBee Project

Enter RoboBees: the small, coordinated, agile robotic insects being designed at Harvard which will seek to emulate a honeybee’s body, brain, and colony behavior. Among the potential uses for these robotic insects are the autonomous pollination of crop fields, search and rescue, hazardous environment exploration, military surveillance, traffic monitoring, and high-resolution weather and climate mapping. The robotic insects would emulate a bee’s body by achieving autonomous flight through the use of compact energy power sources and associated electronics integrated into the RoboBee’s “body,” and would emulate the brain through the creation of artificial “smart” sensors which would act similar to a bee’s eyes and antennae. RoboBees would also emulate colony behavior through the development of sophisticated coordination algorithms, communication methods, and global to local programming tools in order to simulate the sophisticated behavior of a real colony of insects.

In order to allow for the RoboBee’s flight, a series of artificial muscles must be custom designed out of piezoelectric materials, and the muscle system would have to use separate “muscles” for power and control during flight. To achieve this, a relatively large power actuator oscillates the wing-thorax mechanism in order to power the wing stroke, while smaller control actuators
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fine-tune the wing motions to generate torque for the purposes of control and maneuvering.\textsuperscript{27} Piezoelectricity refers to the ability of certain materials to generate an electric charge in response to applied mechanical stress, the effect of which is reversible (electricity is generated when stress is applied, and stress is generated when an electric field is applied).\textsuperscript{28} Essentially, how it works is that the placing of mechanical stress shifts positive and negative charge centers in the piezoelectric material, which results in an external electrical field.\textsuperscript{29} When reversed, this outer electrical field either stretches or compresses the piezoelectric material.\textsuperscript{30} The piezoelectric effect allows the muscles to contract when a voltage is applied across their thickness.\textsuperscript{31}

There have been a variety of estimates as to when RoboBees could actually begin artificially pollinating crops. Some say that we should expect to see these robotic bees in the wild within five to ten years.\textsuperscript{32} Other researchers believe that RoboBees could artificially pollinate a field of crops in as soon as ten years.\textsuperscript{33} Still others insist that we are at least twenty years away from the possibility of robotic bees being able to conduct this artificial crop pollination.\textsuperscript{34} One way or another, however, there seems to be consensus that at some point in the future, RoboBees will be able to perform the crop pollination function that honeybees currently perform.\textsuperscript{35} However, it should also be noted that the lead researcher in charge of the RoboBee Project has stated that even if RoboBees were used for pollination, it would only be a stopgap measure while a solution to CCD was discovered and implemented, and should not be viewed as a permanent solution or replacement for honeybees.\textsuperscript{36}

One of the chief obstacles facing the RoboBees is that the batteries needed to power them are currently too heavy for them to carry while still being able to sustain flight, and so they must be tethered in order to fly (meaning they have to be connected directly to the power source).\textsuperscript{37} To overcome this obstacle, larger versions are being built so that they will be able to carry the battery, electronic centers, and all other necessities for autonomous flight.\textsuperscript{38} This process does seem to be advancing at a fairly rapid pace, however. One Harvard graduate student and mechanical engineer working on the project pointed out that “their team is currently ‘on the eve of the next big development’ for the RoboBees, as the robots are now able to take on more
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weight while in flight." Other developments that need to occur are smart sensors to allow the RoboBees to detect flowers and wireless communication devices that will be needed in order for the RoboBees to communicate with one another within a colony in the field. The power sources must also power the RoboBees for long periods of time, while being small and portable enough to attach to the robotic insects without compromising their ability to achieve autonomous flight. After all this is accomplished, the RoboBees should be able to perform honeybee tasks such as flower pollination without having to collect nectar, and in theory would only have to come back to some power source or charging station to recharge their batteries periodically.

In summary, there is the potential for RoboBees to serve as either a temporary or permanent solution to CCD. However, there are still significant obstacles that stand between them and the autonomous flight functions required for crop pollination, as well as questions regarding the wisdom of using them to replace natural honeybees.

III. ANALYSIS

A. Does Public Policy Favor Using RoboBees?

The first issue that warrants examination with respect to replacing natural honeybees with RoboBees is whether or not it would be wise to do so from a public policy perspective. There are a significant number of potential upsides and downsides to doing so that must be balanced against each other when making this determination.

One benefit of using RoboBees to replace honeybees is that the new robotic bees would obviously be immune from phenomena such as CCD, as all of the suspected general categories mentioned before (pathogens, parasites, management stressors, and environmental stressors) are issues that only affect living organisms, not robots. This means that there is no risk of running into the same CCD-related problems in the future. Additionally, as mentioned previously, there have been several mentions of honeybee disappearances throughout history, which may or may not have been caused by CCD. So, while relying on natural honeybees leaves us potentially vulnerable to future disappearances, which seem to occur semi–frequently and may not be solved by a solution to CCD, using RoboBees could allow us security from future disappearances which would otherwise have the potential to devastate the agriculture industry.
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Additionally, RoboBees would be entirely pesticide-proof, as they are completely mechanical.\footnote{Bill Talen, *The Promised Land of the RoboBee, Monsanto and DARPA*, HUFFINGTON POST (June 4, 2014), http://www.huffingtonpost.com/reverend-billy/the-promised-land-of-the-_b_5441190.html.} Thus, society could continue to reap the agricultural benefits of pesticides without worrying about harming the creatures that are necessary for certain necessary agricultural functions. Another advantage of using RoboBees as permanent replacements for honeybees is that the RoboBees could simply not be equipped with stingers and would obviously not have any venom stored within them.\footnote{Bee Venom, WEBMD, http://www.webmd.com/vitamins-supplements/ingredientmono-972bee%20venom.aspx (last visited Mar. 2, 2016).} This would virtually eliminate allergic reactions resulting from bee stings and the deaths associated with them. Approximately two million Americans have allergies to the venom of stinging insects, and many of them are at risk for life-threatening allergic reactions.\footnote{Allergies to Insect Stings, WEBMD, www.webmd.com/allergies/guide/insect-stings (last visited Mar. 2, 2016).} Additionally, approximately fifty deaths each year are caused by insect sting allergies in the United States.\footnote{Id.} Both of these numbers could be reduced if bee stings were to be taken out of the equation entirely.

Finally, because RoboBees would only be transmitting pollen, they would not have to collect nectar like real honeybees.\footnote{Id.} Honeybees, like other types of bees, need both the nectar and pollen from plants, and they take nectar that they gather during the process back to their hive.\footnote{Why Do Bees Need Nectar and Pollen?, BUZZ ABOUT BEES, http://www.buzzaboutbees.net/why-do-bees-need-nectar-and-pollen.html (last visited Mar. 2, 2016).} RoboBees, however, would not require nectar and therefore would be able to forego the step of returning nectar back to a hive. This is because honeybees gather the pollinated nectar as food to bring back to their hive, something the RoboBees would not be required to do as they are inorganic and do not need to eat.\footnote{The Benefits of Insect Pollination, UNIV. GA. COLL. AGRIC. & ENVTL. SCI, http://www.ent.uga.edu/bees/pollination/background.html (last updated May 29, 2015).} So in this regard, RoboBees would actually be more efficient than natural honeybees at pollinating crops, as they would not need to bring back nectar or pollen for food and could focus exclusively on cross-pollinating.\footnote{RoboBee—Robotic Pollinators to Replace Dying Bees, BEFORE IT’S NEWS (Apr. 17, 2013), http://beforeitnews.com/alternative/2013/04/robobee-robotic-pollinators-to-replace-dying-bees-2622928.html.}

There are of course several downsides to the notion of using RoboBees as permanent replacements for honeybees. The first is the emotional argument that we would essentially be allowing a species to die out that we otherwise might be able to save. Not only this, but some have argued that the creation of the pesticide-proof RoboBee would be rewarding big agricultural companies such as Monsanto, Bayer, and Syngenta, who manufacture the pesticides that some point to as a potential cause of natural honeybees dying out in the first place.\footnote{Talen, supra note 45.} Indeed, Greenpeace created a cautionary, fictional video to play off of this desire to keep natural honeybees from extinction.\footnote{Greenpeace Video, *NewBees*, YOUTUBE (Apr. 28, 2014), http://www.youtube.com/watch?v=}
development of fictional “NewBees” (which are for all intents and purposes RoboBees), and ends with the line “should we create a new world or save our own?”

Additionally, developing too heavy a reliance on robotic insects to conduct such an important function as pollination could leave us susceptible to widespread malfunctions, which could be just as catastrophic as natural bee extinction. Also, while robotic pollination would be more efficient in the sense that RoboBees would have no need to collect nectar like real honeybees, they also would theoretically have to come back to something to recharge their batteries, which may offset that efficiency advantage.

There is also another set of potential downsides to RoboBee replacement of natural bees that deal with potential uses other than crop pollination. For one, privacy concerns could arise, as individuals will almost inevitably use the tiny bee robots to spy on other individuals. This concern is especially relevant given the availability of commercial drones and other unmanned aircraft, some of which are available as kits for citizens to buy and make on their own. This privacy concern is no doubt more than trivial to most Americans, who value their privacy fiercely. There is also a concern that the small robots could be used in warfare to function as virtually undetectable unmanned drones. Those who take issue with the use of unmanned drones currently being used in warfare and tactical strikes would no doubt be even more upset and unnerved by the use of RoboBees for such purposes, which would be insect-sized and virtually undetectable.

In summary, there are several potential benefits and drawbacks to be taken into consideration when making the determination whether or not RoboBees replacing natural honeybees permanently would be a wise policy decision. However, policy considerations are not the only factor that must be considered when analyzing this issue.

B. Are RoboBees Drones?

Even if it would be a wise public policy decision to use RoboBees for the purposes of crop pollination on a permanent basis, how would these tiny robotic insects be regulated, and what would the legal ramifications be? One very reasonable possibility is that the RoboBees would fall under the classification of drones. Drones, more accurately labeled unmanned aerial
vehicles (UAVs), are essentially aircraft that can fly without an onboard human pilot, and may operate under remote control or autonomous programming. Given the relative novelty of UAV technology, legal policy addressing the proper use of UAVs is rather underdeveloped, particularly with regard to privacy concerns. To address this, President Obama in February 2015 issued an executive order creating standards for how the Federal Government will address the privacy issues associated with drones. The order requires federal agencies to examine their drone policies prior to adopting new drone technology as well as every three years thereafter, and creates new requirements for the collection of information by drones. Namely, agencies may only collect information “to the extent that such collection or use is consistent with and relevant to an authorized purpose.” The president also directed the Department of Commerce’s National Telecommunications & Information Administration to initiate a process to create privacy, accountability, and transparency rules for commercial and private uses of drones. Should these robotic insects be deemed to fall under the UAV classification (and it would certainly appear rational for them to, given the definition), they will be governed by whatever privacy guidelines are developed as a result of this process.

The Federal Aviation Administration (FAA) had also been tasked with creating regulations for government and civilian drone use by September 2015. Despite this deadline, however, the FAA instead said it would issue a rule on small commercial drone use by the end of 2015. It has put forth a “Small UAS Registration Rule” which requires owners of Unmanned Aerial Systems (UAS) which weigh over .55 pounds and under 55 pounds to register their aircraft no later than February 19, 2016. However, this registration is aimed at those using their small UAS as a “model aircraft,” meaning it would need to be used for hobby or recreational purposes, whereas the RoboBees are intended for commercial purposes such as pollination. FAA regulations would seem to be pertinent, as the agency predicts that 30,000 drones could be
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airborne in United States airspace within twenty years. However, the Congressional Act tasking the FAA with this responsibility focuses on regulations to alleviate safety concerns, and the Federal Government has yet to pass any legislation arising from privacy concerns with the increase in drone use by civilians and the government. While there are of course some safety concerns associated with RoboBees, their extremely small size and potential for surveillance make privacy a much more pervasive potential issue. One likely reason for the lack of focus on privacy concerns is the fact that the industry hopes to have 100,000 people working in “drone-related” jobs by the year 2025, and too stringently addressing privacy concerns could serve to undermine the burgeoning industry.

Another problem arising from the future FAA regulations pertains to the issue of whether such regulations would even be applicable with respect to RoboBees. The FAA in February released its proposal for rules governing small commercial drone use, and for the most part it seems that RoboBees would fall squarely under its category of “small commercial drones” (weighing up to 55 pounds, staying below 500 feet in the air, and flying less than 100 miles per hour). However, the proposed rules also require that the aircraft “fly within sight of their remote pilots during daylight hours.” Given that the RoboBees are meant to behave on their own as real colonies of bees, they would not have a remote pilot. Therefore, even when the FAA issues its regulations, if they retain this requirement, they would be entirely inapplicable to RoboBees.

The United States Department of Defense defines UAVs as “powered aerial vehicles sustained in flight by aerodynamic lift over most of their flight path and guided without an onboard crew.” Given that RoboBees seem to fall within this definition and therefore will likely be considered “drones,” they too would appear to create jobs. However, like other drones, the chief concern with RoboBees being utilized as tiny robotic drones in ways other than as crop pollinators is the potential invasions of privacy. As discussed earlier, one of the potential uses for the tiny robots is surveillance. The RoboBee’s tiny and lightweight body has been noted as being suitable for “potentially carrying . . .
items like video cameras." New innovations such as this have created problems for courts in determining whether or not a breach of the right to privacy has occurred, as "[n]ew technologies create new opportunities for an invasion of privacy by the government . . ." Drone technology is fairly unique in the threat that it presents to individual privacy, as it eliminates the practical safeguards against Fourth Amendment searches. One unique element of drone technology particularly relevant to RoboBees is that drones can be significantly smaller in size than more traditional aircraft, which can make them all but invisible at heights from which other aircraft such as airplanes or helicopters are easily spotted.

C. Potential Privacy Issues Regarding RoboBees

Until privacy guidelines for commercial drones are further developed in the United States, we must look to case law regarding privacy issues in the context of similar aircraft. More specifically, cases addressing privacy concerns with respect to manned aircraft, while not an entirely identical situation, can be helpful in deciphering what sort of limits would be imposed on the RoboBees for surveillance purposes. For example, the legality of an aircraft’s position is not sufficient to evaluate the constitutionality of any surveillance conducted aboard it. So, even if RoboBees were legally permitted to roam crop fields or other areas for the purposes of pollination, surveillance conducted by them would not necessarily be constitutional. While technology creates many varied means of observation and surveillance, “the fact that something can be done does not make the doing of it constitutional.”

When looking at case law regarding any sort of technology-assisted surveillance, Kyllo v. United States is a good starting point. In this case, the Supreme Court examined the issue of whether a thermal imaging device aimed at a private home from a public street amounted to a “search” within the meaning of the Fourth Amendment. Considering that drones today can be equipped with similar technology and should soon be able to see through the walls of buildings, the case is especially significant for purposes of drone surveillance. The Court in Kyllo held that obtaining information regarding the interior of a home that could not otherwise be obtained through the use of “sense-enhancing technology” constituted a search when “the technology in question is not in general public use.” So the question for purposes of Kyllo
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thus becomes: will RoboBees be considered to be “in general public use” when they are finally created?

The answer appears to be yes. In 2012, Congress passed the FAA Modernization and Reform Act (FMRA), which stated, in part, that the FAA was to publish a rule allowing for “civil operation” of small “Unmanned Aerial Systems” (UAS) by August 13, 2013.93 While the FAA missed all of the deadlines under the FMRA that have come and gone to date, it has at least (tardily) published an “Unmanned Aircraft Systems Comprehensive Plan” (Comprehensive Plan) and “Integration of Civil Unmanned Aircraft Systems in the National Airspace System Roadmap” (Roadmap).94 The Comprehensive Plan and the Roadmap both indicate that the FAA is planning to slowly integrate civilian UAS into the National Airspace system “over a period of years.”95 With that being said, “it is also equally evident that the demands of agriculture, first responders, and commercial vendors to deploy the technology at a quicker pace will be hard for [the] FAA to continue to ignore.”96 Interestingly enough, though, the FAA explained in both its Roadmap and Comprehensive Plan that it would not be promulgating any specific rules with regards to privacy, “but rather would leave privacy to others.”97 These “others” are likely the states, as many states already have specific privacy protections in place, and of those that do not, many are considering adopting them in anticipation of the inevitable UAS integration.98

A variety of privacy rules and strategies are being considered with respect to UAS, with one such idea involving a defined “fence” allowing a UAS operator to fly the UAS in a defined route “with specific camera, microphone, and other parameters.”99 If the UAS should stray outside of these parameters, an automated program kills its power and it is forced to land.100 This idea is intriguing and does seem to protect individual privacy interests, but may not be totally applicable to a drone such as a RoboBee. As aforementioned, the RoboBee is designed to behave like a real life honeybee, and as such will presumably search for crops that need to be pollinated and then proceed to pollinate them.101 This sort of natural behavior may be difficult to contain within a specific area or “fence,” which would be detrimental to the performance of the RoboBee as a crop pollinator. It could lead to a number of instances in which RoboBees trigger the automated kill program simply because they identify something that needs to be pollinated that lies beyond the invisible fence which they are not supposed to cross. Other suggestions include “requirements of height and distance from objects, places, and people
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not involved in operations or consenting . . . ." This strategy, of course, suffers from the same deficiency that plagues the “fence” solution: given that RoboBees are designed to emulate the body, brain, and colony aspects of a real bee, any significant distance requirement would no doubt interfere with their ability to carry out the function for which they were created.

One potentially useful strategy is to require UAS owners and operators to enter into agreements with the Federal Government about how the UAS would be operated under their control and how they plan on dealing with private information should it be obtained by their UAS. This idea actually has some potential with regard to RoboBees, as owners could enter into agreements stating that their UAS are being used strictly for agricultural or pollination purposes and will not be used to obtain private information at all. The agreements would include specified consequences for a party should it breach the contract, which would include license revocation, among other things. Seeing as how RoboBees would presumably be vital to the continuation of the owner’s livelihood should they be implemented to replace natural honeybees, the potential consequences included in the agreement would certainly be enough to deter them from breaking the agreement.

One way or another, however, it does appear that UAS (which would of course include RoboBees) will be available for civilian use. While there does not appear to be any direct statement or suggestion that RoboBees will be available to private citizens, given that their primary purpose would be crop pollination, it would certainly stand to reason that individuals needing their fields pollinated would not be precluded from purchasing them for that purpose. Whether or not this civilian use will equate to the “general use” required under Kyllo is an issue that remains to be seen, but if it does, then government and law enforcement use of RoboBees for surveillance purposes will not constitute a search requiring a warrant under the Fourth Amendment. Some “[s]cholars have expressed doubt that the Court’s ruling in Kyllo will encompass the most common drone surveillance tools—cameras and video recorders—due to the fact that these tools are in general public use.” They predict that drone surveillance would probably only constitute a search under Kyllo if the drone were to use some sort of thermal-imaging device or other scanner not generally available to the public. However, “other scholars have asserted that drone surveillance generally falls within Kyllo’s prohibition because drones themselves are ‘sense-enhancing’ devices
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that are not in general public use.”

But even if one takes this view of Kyllo’s applicability, the fact that drones are becoming increasingly available to the public for domestic use makes it questionable whether the courts would consider this argument compelling for any significant period of time.

Additionally, FAA regulation is likely to leave room for state and local governments to regulate the potential privacy violations arising from UAS usage through “protection and enforcement of privacy, including the kind, and circumstances of, personal information collected . . .” However, until these regulations are passed, case law will continue to provide the most guidance for determining how RoboBees’ likely impact on privacy rights should be handled.

In another case, an investigating officer circled twice over an individual’s property at 400 feet to see the contents of a greenhouse through openings in its roof and the sides, which allowed him to identify what he thought was marijuana and obtain a warrant based on his observations. The Supreme Court found that the fact that a helicopter was flying at an altitude of 400 feet “made no difference for Fourth Amendment purposes.” In reaching this conclusion, the Court reasoned that there was nothing to suggest that helicopters flying at such an altitude were sufficiently rare or that they interfered with the normal use of the property or other parts of its curtilage. Specifically, the Court noted that the record revealed no undue noise, as well as “no wind, dust, or threat of injury.” Should RoboBees become common in the wild (and as noted above, it has been suggested by some that this could occur as early as in five years), there would not be anything “sufficiently rare” about them and thus it is hard to imagine them interfering with the normal use of any property. After all, “[a] Robobee measures about half the size of a paperclip” and “weighs less than a tenth of a gram . . .” This makes it extremely unlikely that they would cause any wind, dust, or threat of injury. Therefore, the RoboBees would seem to fall into the category of craft that does not require a warrant to observe what would be visible to the naked eye.

One significant issue with comparing case law regarding manned aircraft and RoboBees is the difference in altitude at which both would presumably operate. Courts have allowed aerial surveillance from navigable airspace “where civilian planes or helicopters routinely fly, although they have prohibited such surveillance if it occurred from unusually low altitudes.”
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However, what constitutes an “unusually low altitude” would without a doubt be different for planes and helicopters than it would be for tiny insect-sized robots. As mentioned earlier, the Supreme Court found that a helicopter flying 400 feet above the ground was not sufficiently rare.\(^{120}\) In another case involving a private plane, the Court held that the police did not need a warrant to observe marijuana plants in an individual’s backyard from an altitude of 1000 feet.\(^{121}\) However, a RoboBee would have to be flying at a sufficiently low altitude so as to be able to conduct its crop pollination functions, much lower than the aforementioned 400 feet.\(^{122}\)

The Constitution also limits the amount of technological assistance the police may use without a warrant.\(^{123}\) It has been stated by the courts that “[a]bsent a warrant, it is impermissible for police to use artificial aids to observe activities within an individual’s home because that act intrudes upon an individual’s privacy, triggering a Fourth Amendment ‘search.’”\(^{124}\) Clearly a small insect-sized robot outfitted with a camera would be considered an “artificial aid,” and therefore would require a warrant. However, the above quotation only seems to apply to observations made of activities occurring within an individual’s home, leaving other activity more easily observable by RoboBees without any need for a warrant.

To date, drones have actually been used in surveillance related to the arrest of a United States citizen on domestic soil.\(^{125}\) A predator drone was used to reconnoiter a ranch during a standoff between armed suspects and police, and when its sensors located the suspects and determined that they were unarmed, the police rushed in, “and made the first known arrests of U.S. citizens [on U.S. soil] with help from a Predator.”\(^{126}\) So while much of the case law centers on manned aerial vehicle surveillance not falling within the classification of “drones,” the concept of UAVs being used for surveillance purposes on domestic soil is not only not an unreasonable one, but one that has been implemented in certain situations.

One way or another, it appears that development of RoboBees would at least in some way alter the means by which individuals may be observed in their private lives. “Drone technology, when carried to its extreme, threatens to destroy whatever vestiges of privacy remain in modern society, even in areas like a secluded, fenced-in backyard or private estate.”\(^{127}\) While this is the worst-case scenario, it is possible that the mere possibility of this conclusion resulting from the use of technology like RoboBees for surveillance purposes could restore our “mental model of a privacy violation [by acting as] the
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visceral jolt society needs to drag privacy law into the twenty-first century.”

D. Federal and State Privacy Protections from Drone Use

There is currently an absence of uniform federal law on drone use and privacy. Recently, Congress attempted to pass the Preserving American Privacy Act of 2013, which would have essentially “require[d] a warrant before a drone could be used.” Specifically, the 2012 version of the proposed Act provided that “[n]o Federal agency may authorize the domestic use of an unmanned aircraft . . . for law enforcement purposes or for surveillance of a United States national or real property owned by that national, including by any State or local government, except pursuant to warrant and in the investigation of a felony.” In addition, the Act provided that, “[n]o Federal agency may authorize the domestic use, including granting a permit to use, of an unmanned aircraft . . . to permit any private person to conduct surveillance on any other private person without the consent of that other private person or the owner of any real property on which that other private person is present.” Taken together, these two sections of the proposed legislation would have seriously alleviated concerns about the use of RoboBees in ways that would infringe on individual privacy, as a warrant would have been required for law enforcement purposes and it would have been impermissible for other private individuals to use them to spy on other private individuals. However, the bill ultimately died in Congress, as it was introduced in a previous session and was not enacted. Therefore, the country remains without federal law governing the use of drones.

Even in the absence of federal legislation or case law limiting the government’s use of drones for seemingly invasive surveillance purposes, state actors have moved to take certain precautions ensuring their citizens’ privacy to some extent. Twelve states have already passed legislation significantly limiting government drone flights, and twenty-one other states currently have legislation pending on the same matter. State regulatory schemes regarding privacy protection from drone use have involved controlling both public and private use, and the means by which they seek to control these uses vary from state to state.

In regulating public (meaning law enforcement and government) use of drones, some states require a warrant for any enforcement entity to operate a drone, though many of these statutes allow for, “exceptions in certain defined
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circumstances.” For example, Indiana law provides that “a law enforcement officer must obtain a search warrant in order to use an unmanned aerial vehicle,” but also provides that an unmanned aerial vehicle may be used without first obtaining a warrant so long as certain criteria are met. Other states like Texas require reporting on drone use by public entities, while states such as Alaska and Utah regulate the retention of drone-collected information in order to control public use. Still other states have special administrative agency procedures set up especially for authorizing government and law enforcement to use drones or “training and licensing procedures applicable to public use of drones.” Some states even go as far as to prohibit all use by public entities, though these can be limited in their application to uses for specific types of surveillance or enforcement. However restrictive the states choose to be, it is nevertheless unlikely that federal operations will be affected whatsoever by state regulation.

With regard to the regulation of private drone use, some state schemes that have been established regulate private drone use generally, but most have “more specific objectives” and are “aimed at specific activities.” An example of the former is Idaho, which has enacted law stating that:

Absent a warrant, and except for emergency response for safety, search and rescue or controlled substance investigations, no person, entity or state agency shall use an unmanned aircraft system to intentionally conduct surveillance of, gather evidence or collect information about, or photographically or electronically record specifically targeted persons or specifically targeted private property.

An example of the latter is Illinois, which specifically prohibits drone use in a manner that interferes with another individual’s hunting or fishing.

There are also state prohibitions on photographing individuals through the use of UAVs without their consent “for the purpose of publishing or otherwise publicly disseminating the photograph,” with exceptions for “newsgathering, newsworthy events, or events or places to which the general public is invited.”
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While many of these state responses to drone use do differ in a number of ways, they can at the very least serve as a resource for the Federal Government to draw upon in attempting to enact its own law covering the issue. There is not one particular statute or provision that is perfect in and of itself, but taken together, an effective federal law option should be achievable through crafting a patchwork of the best portions of select states’ laws.

E. Potential Land Use Issues Regarding RoboBees

In addition to potential privacy issues, the widespread use of RoboBees could also have serious land use implications, which may be problematic. A number of local codes currently regulate where certain types of aircraft may be located, “and the definitions of ‘airport’ or ‘heliport’ will likely also cover areas where UAS take off and land vertically or laterally.”

This means that the FAA would have to decide whether or not to allow such rules to apply to UAS, and would require a determination as to whether or not land use authorities will be able to regulate the places of launch, land, and recharge. As stated above, we know that RoboBees are going to need to recharge their batteries periodically, so the question of who will be able to regulate such places of recharge is a real issue pertaining to their use.

The question of who is truly in charge of regulating UAS is still not entirely clear, particularly with regard to the regulatory framework for “sUAS” (meaning “small”, classified as UAS weighing less than fifty-five pounds, a category RoboBees would most certainly fall under). In one particular case in March 2014, an administrative law judge for the National Transportation Safety Board dismissed an FAA complaint involving a civilian’s use of a sUAS on the grounds that it was not an “aircraft,” but rather a “model aircraft,” a separate class of aerial machines that the FAA had treated as outside the scope of its authority and therefore waived its right to regulate. This decision appears to indicate that sUAS fall outside of the regulation of the FAA. However, it is important to note as well that the events around which the decision revolved all occurred before passage of the FMRA, and so while it is not entirely clear, it is likely that the FAA’s rules will be applied to sUAS users.

Another wrinkle in the regulation issue arises when looking at potential zoning regulations, which could affect RoboBees. Traditionally, state and local governments have been given authority and responsibility for airport and heliport siting in order “to ensure compatible land uses around airports.” So long as the state and local regulations do not interfere with safe aircraft
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operations or air traffic flow, they have successfully regulated the places where these establishments can be sited. The relevant FAA rule defines “Airport” as “any airport, heliport, helistop, vertiport, gliderport, seaplane base, ultralight flightpark, manned balloon launching facility, or other aircraft landing or takeoff area,” while defining “Heliport” as “any landing or takeoff area intended for use by helicopters or other rotary wing type aircraft capable of vertical takeoff and landing profiles.” While there are no doubt many differences between UAS and more traditional aircraft such as airplanes and helicopters, without any federal rules specific to UAS, the places from which they take off and where they land certainly would seem to fall under the FAA definition of “Airport.” However, because of the differences between UAS and traditional craft, it is expected that when the FAA does get around to its UAS-specific rulemaking, it will “leave room for state and local regulatory controls to affect the UAS experience including . . . authorization of some land use controls over places where certain types of UAS take off, land, recharge, and fly . . . .”

State and local governments will not have free rein in their regulation of UAS, however. As currently written, the Federal Airline Deregulation Act of 1978 (FADA) “will limit state or local controls over UAS in the absence of specific FAA rule clarification.” The statute provides that “a State may not enact or enforce a law, regulation, or other provision having the force and effect of law related to price, route or service of any air carrier that may provide air transportation under this subpart.” The term “Air Carrier” is defined as “a person who undertakes directly by lease, or other arrangement, to engage in air transportation. This includes an individual, firm, partnership, corporation, company, association, joint-stock association, governmental entity, and a trustee, receiver, assignee, or similar representative of such entities.” Given the incredibly small size of RoboBees, however, they would not fall under this definition of “Air Carrier,” and therefore state and local governments would not be so limited in their regulation of them.

One way or another, in the end it appears that when it comes to land use control and regulations, both the FAA and state and local governments will wind up having a hand in the development of rules regarding UAS, at least some of which would appear to cover RoboBees when they are in use.

IV. RECOMMENDATION

Given the seriousness of the threat facing natural honeybees and the
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potential benefits of robotic pollination, RoboBees should be considered a viable option not only as a temporary stopgap measure to combat CCD until a permanent solution is found, but also as a potential permanent solution to replace natural honeybees in their role as pollinators. If successful, utilizing the RoboBees in this role would leave us less susceptible to CCD or other natural honeybee disappearances that have surfaced from time to time throughout history. Furthermore, while there is the potential for malfunctions of the RoboBees, which could open us up to similar problems as CCD and natural bee disappearances, we are in control of the ability to fix those malfunctions. The same cannot necessarily be said for natural bee disappearances for which we do not always have an explanation and for which a solution may be far more difficult to discover and then implement. Additionally, the RoboBees would likely be more efficient at pollination as they would not need to collect nectar in the same way that real bees do, namely by simply transmitting pollen from place to place.

After they have been fully developed and are present in the wild, RoboBees should be considered UAVs or drones and should be governed by the same rules and regulations that are promulgated with regards to the executive order issued by the president on privacy guidelines for commercial drones, or alternatively by the guidelines he has put forth for federal agency drone use. Additionally, it will be important to fit the RoboBees into the case law dealing with surveillance by aerial manned and unmanned aircraft for further guidance on how to treat them and to fill in any gaps left by regulations or guidelines.

As to the regulation of government use of RoboBees and of drones generally, it is clear that uniform federal legislation is needed with regards to both privacy and land use issues, and equally clear that the courts are not equipped to develop common law doctrines of privacy to account for the use of drones. For privacy purposes, that legislation may be in the form of an act structured in a way similar to the Preserving American Privacy Act. Whether it comes in this form or in another form that is less clear, there have to be predictable rules for government drone use nationwide. State legislatures have already made clear by passing and proposing their own legislation that they believe privacy regulation, in addition to safety regulation, is needed for these government drones, and having various states providing different requirements for government drone use can only serve to stymie the predictability that the law so favors. For these reasons, national legislation must be passed either setting uniform guidelines for government drone use or tasking the FAA or another appropriate regulatory agency to do so.
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Fortunately, a large number of states have already provided the government with a blueprint for crafting such national legislation by way of enacting their own drone regulating laws. Ideally, there would be separate legislation, or at the very least separate sections of the same act, for prohibitions on private and public drone use. The law addressing the government and law enforcement use of drones should track the language of a state like Indiana, providing a general prohibition on their use without a warrant, but then providing exemptions from that general prohibition by enumerating an exhaustive list of circumstances that would allow for warrantless drone use. The law concerning private use of drones should follow a less generalized approach, enumerating the impermissible uses of drones by private citizens and leaving the rest to be lawful. Such specific provisions as Illinois’ prohibition of interfering with hunting and North Carolina’s photography for purpose of public dissemination, for example, should be included on the list. This way private citizens would not be deterred from using recreational drones for fear of incidentally invading the privacy of another outside of an enumerated list of situations, and the burgeoning industry of commercial drone sales will not by stymied. This concern becomes even more important when one considers the economic impact that such a chilling effect could cause, as lower demand for drones would injure states, which are depending on the drone industry to create jobs for their citizens.

With regards to land use regulation, it appears fairly certain that the FAA will have authority to promulgate and enforce its rules as applied to users of sUAS in the future. While the deadlines of the FMRA are continually not being met, it at the very least seems that eventually there will be predictable and uniform rules governing their use.

One can imagine a number of different applications RoboBees have, whether it be merely replacing natural honeybees as pollinators, conducting surveillance or reconnaissance for search and rescue, or being deployed to aid the military. Regardless of which of these possibilities come to fruition, there needs to be uniform federal regulation to govern their use.

V. CONCLUSION

In summary, the prospect of utilizing RoboBees as permanent replacements for natural honeybees in the role of crop pollination has both pros and cons. However, the potential benefits of utilizing RoboBees in such a role as opposed to merely stopgap replacements outweigh the potential downsides to such utilization. Therefore, they should be considered as viable alternatives to honeybees in the long run should efforts to eradicate CCD fail. After they
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have been fully developed, the tiny robots appear to fall squarely within the category of UAVs or “drones,” and therefore should be governed by whatever privacy guidelines are created for commercial drones to the extent applicable to those drones.

How they should be governed when serving governmental or private purposes is far less clear given the current lack of federal guidance on the matter. While drones have been used in the past to aid police in making arrests, the case law centers mostly on factors such as altitude and interference with property that deal with manned aircraft, and would be inapplicable to small insect-like robots.171 However, given the possibility of these RoboBees being used as government surveillance equipment, it is highly likely that there will be public demand for some sort of specification as to what extent they can be used for surveillance purposes, or at least some case law which will illuminate to a certain extent what can and cannot be done. Additionally, the increased private use of drones raises concerns about potential intrusion upon individual privacy. Until then, the case law governing other forms of heightened surveillance and technologically advanced methods will have to also govern RoboBees employed for non-commercial purposes, unless state legislatures have already acted to limit or otherwise define the scope of government drone use. However, this should serve only as a stopgap while Congress creates federal standards for government drone use, after which case law and state legislation should fall in line with the new uniform regulations. The federal legislation should be based upon certain state laws already currently in effect, and should resemble the hybrid model proposed by this Note.

The development and implementation of the RoboBee project has many implications, some exciting and some unnerving. But one way or another, it appears almost certain that in some capacity these small insect-like robots are going to be flying in our skies, and we have to be prepared for the day when they are, whether that preparedness means knowing who or what is going to be able to regulate them or having safeguards in place to ensure that any encroachment on the privacy of American citizens is carefully and uniformly circumscribed.